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Certificate 

 

Certificate number: 2017-010 

Certified by EY CertifyPoint since: July 12, 2017 

 

Based on certification examination in conformity with defined requirements in 
ISO/IEC 17021-1:2015 and ISO/IEC 27006:2015, the Information Security 

Management System as defined and implemented by 

 

Workplace by Facebook* 
 

located in Menlo Park, California, United States of America is compliant with the 
requirements as stated in the standard: 

ISO/IEC 27001:2013 
Issue date of certificate: August 1, 2017 

Expiration date of certificate: July 11, 2020 

 
 

EY CertifyPoint will, according to the certification agreement dated July 6, 2016, 
perform surveillance audits and acknowledge the certificate until the expiration 

date noted above. 

 

*The certification is applicable for the assets, services and locations as described in the scoping 

section on the back of this certificate, with regard to the specific requirements for information 

security as stated in the Statement of Applicability, version 16503943, dated May 9, 2017. 

 

 
Drs. J. Sehgal RE | Director, EY CertifyPoint 
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The scope of this ISO/IEC 27001:2013 certification is as follows: 

 

The scope of this ISO/IEC 27001:2013 certification is bounded by the management 
system established for Workplace by Facebook. 

 

The Information Security Management System is centrally managed out of 1 
Hacker Way, Menlo Park in California, United States of America. The scope 

mentioned above applies to the following locations: 

 

London, United Kingdom 

Singapore, Singapore 

AMS2, Amsterdam, North Holland, Netherlands (PoP) 

AMS3, Amsterdam, North Holland, Netherlands (PoP) 

ARN2, Stockholm, Sweden (PoP) 

ATL3, Atlanta, Georgia, USA (PoP) 

BOG1, Bogota, Columbia (PoP) 

BOM1, Mumbai, Maharashtra, India (PoP) 

BRU2, Brussels, Belgium (PoP) 

CAI1, Cairo, Egypt (PoP) 

CDG2, Paris, France (PoP) 

DFW1, Dallas, Texas, USA (PoP) 

DFW4, Plano, Texas, USA (PoP) 

EZE1, El Talar, Buenos Aires, Argentina (PoP) 

FRA3, Frankfurt, Germany (PoP) 

FRA5, Frankfurt, Germany (PoP) 

GRU1, Tamboré Barueri, São Paulo, Brazil (PoP) 

GRU2, Tamboré Barueri, São Paulo, Brazil (PoP) 

HKG3, Hong Kong, China (PoP) 

IAD3, Ashburn, Virginia, USA (PoP) 

ICN1, Seoul, South Korea (PoP) 

JNB1, Johannesburg, South Africa (PoP) 

KUL1, Selangor, Malaysia (PoP) 

KUL2, Kuala Lumpur, Malaysia (PoP) 

LAX3, Los Angeles, California, USA (PoP) 

LGA3, Secaucus, New Jersey, USA (PoP) 

LHR3, London, United Kingdom (PoP) 
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MAD1, Madrid, Spain (PoP) 

MIA1, Miami, Florida, USA (PoP) 

MRS1, Marseille, France (PoP) 

MXP1, Milan, Lombardy, Italy (PoP) 

NRT1, Tokyo, Japan (PoP) 

ORD1, Chicago, Illinois, USA (PoP) 

OTP1, Bucharest, Romania (PoP) 

SEA1, Seattle, Washington, USA (PoP) 

SIN1, Singapore, Singapore (PoP) 

SIN2, Singapore, Singapore (PoP) 

SIN6, Singapore, Singapore (PoP) 

SJC2, Santa Clara, California, USA (PoP) 

SYD2, Sydney, New Soth Wales, Australia (PoP) 

TPE1, Taipei, Taiwan (PoP) 

VIE1, Vienna, Austria (PoP) 

WAW1, Warsaw, Poland (PoP) 

YYZ1, Toronto, Ontario, Canada (PoP) 

SNC, Santa Clara, California, USA (Data Center) 

SPG1, Singapore, Singapore (Data Center) 

PRN, Prineville, Oregon, USA (Data Center) 

ATN, Altoona, Indiana, USA (Data Center) 

FRC, Forest City, North Carolina, USA (Data Center) 

ASH, Ashburn, Virginia, USA (Data Center) 

LLA, Luleå, Sweden (Data Center) 

 
 

The Information Security Management System mentioned in the above scope is 
restricted as defined in “ISMS Scope Statement” version 16503943, dated May 9, 

2017. 
 


